This information sheet has been compiled by the Police Service of Northern Ireland Cyber Crime Centre and is intended to raise awareness of current threats and available guidance. Advice and information is changing daily as we all navigate our way through the current COVID19 pandemic so please ensure you only take information from reputable sources.

What is CiSP?

The Cyber Security Information Sharing Partnership (CiSP) is a joint industry and government initiative set up under the National Cyber Security Centre, to exchange cyber threat information in real time, in a secure, confidential and dynamic environment, increasing situational awareness and reducing the impact on UK business.

CiSP Benefits include:

- engagement with industry and government counterparts in a secure environment
- early warning of cyber threats
- ability to learn from experiences, mistakes, successes of other users and seek advice
- an improved ability to protect their company network
- access to free network monitoring reports tailored to your organisations’ requirements

For more information on the application process contact: cyberprotect@psni.pnn.police.uk

The National Policing Protect Network are facilitating a series of cyber security webinars aimed at organisations of all sizes.

Next up, on Thursday 28th May (2PM BST) East Midlands Special Operations Unit will be hosting a webinar on ‘Applied Incident Response’ and how to identify, respond and recover from cyber-attacks.

Information & Booking

PSNI Online Reporting

As part of the ongoing effort to make it easier to improve the online reporting of Non-Emergency incidents, the PSNI online reporting service has received a recent upgrade. Offering the ability to report a range of incident types, the reporting service includes options covering ‘Cyber Incidents’, ‘Ransomware/Cyber Blackmail’ and ‘Scams, Frauds or Counterfeit goods’.

Alongside the 24/7 Action Fraud business reporting service and incident reporting to the NCSC, the upgraded PSNI reporting service aims to make it as easy as possible for organisations to report cyber related incidents.

Suspicious emails can be reported to the NCSC Suspicious Email Reporting Service - report@phishing.gov.uk

Useful websites

www.actionfraud.police.uk
www.ncsc.gov.uk/cyberaware
www.haveibeenpwned.com

Social Media

@PSNIbelfast
@cyberawaregov
@ncsc